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Agenda 

Part 1 – Risk Management

▪ A brief overview of risk management

▪ How to analyze risk and the interested parties involved in analyzing 

risk

▪ Examples of tools that can be used

Part 2 – Root Cause Analysis (RCA)

▪ A brief overview of root cause analysis

▪ How to perform an RCA and the interested parties involved in the 

activity

▪ Examples of tools that can be used

▪ Q&A
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Part 1: Risk Management
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Introduction
What is Risk Management?

▪ Risk management is the process of identifying, 

assessing/evaluating, prioritizing and controlling the probability 

and impact of unfortunate evets relating to financial, legal, strategic 

and security risks to an organization's capital and earnings. 

▪ Through risk management, organizations can equally maximize the 

realization of opportunities. 

▪ While positive deviations arising from a risk can provide an opportunity, 

not all positive effects of risk result in opportunities.
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Is Risk management proactively embedded in your daily operations, or is it treated as a separate 

process periodically (e.g. once) per year?

Possible answers: 

A) embedded in daily operations; 

B) treated as a separate process periodically

Poll Question #1
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▪ The 2015 version of ISO 9001 makes risk-based thinking 
more explicit and incorporates it in requirements for the 
establishment, implementation, maintenance and continual 
improvement of the QMS.

▪ It is up to the organization to develop a more extensive risk-
based approach than is required by ISO 9001:2015. ISO 
31000 provides guidelines on formal risk management 
which can be appropriate in specific organizational 
contexts.

▪ Not all the processes of the QMS contain the same level of 
risk in terms of the organization’s ability to meet its 
objectives, and the consequences of process, product, 
service or system nonconformities are not the same for all 
organizations.  For some organizations, the consequences 
of delivering nonconforming products and services can 
result in minor inconvenience to the customer. Still, for 
others, the consequences can be far-reaching and even 
fatal. “Risk-based thinking,” therefore, means considering 
risk qualitatively (and quantitatively) depending on the 
organization’s context when defining the rigour and degree 
of formality needed to plan and control the QMS, as well as 
its component processes and activities.

Risk-based Thinking
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Let Us Consider the Standard – ISO 
9001:2015 – Clause 6: Planning
Actions to address risks and opportunities:

▪ One of the key purposes of a QMS is to act as a preventive tool.  

▪ ISO 9001:2015 does not have a separate clause or sub-clause titled 

'preventive action’.  

▪ The concept of preventive action is expressed through a risk-based 

approach to formulating QMS requirements.

▪ Although risks and opportunities must be determined and addressed, 

there is no requirement for formal risk management or a 

documented risk management process.
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6.1 – Actions to address risks and opportunities

▪ 6.1.1 – When planning for the QMS, the organization 
shall consider the issues referred to in 4.1 and the 
requirements referred to in 4.2 and determine the 
risks and opportunities that need to be addressed to:

a) give assurance that the QMS can achieve its 
intended result(s);

b) enhance desirable effects;

c) prevent, or reduce, undesired effects;

d) achieve continual improvement.

Let Us Consider the Standard – ISO 9001:2015
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Clause 4 – Context of the Organization

4.1 Understanding the organization and its context

The organization shall determine external and internal issues that are relevant to its purpose and its strategic direction and 
that affect its ability to achieve the intended result(s) of its QMS.

The organization shall monitor and review information about these external and internal issues.

4.2 Understanding the needs and expectations of interested parties

Due to their effect or potential effect on the organization’s ability to consistently provide products and services that meet
customer and applicable statutory and regulatory requirements, the organization shall determine:

a) the interested parties that are relevant to the QMS;

b) the requirements of these interested parties relevant to the QMS.

The organization shall monitor and review information about these interested parties and their relevant requirements.
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6.1 – Actions to address risks and opportunities

▪ 6.1.2 The organization shall plan:

a) actions to address these risks and opportunities;

b) how to:

1) integrate and implement the actions into its 
QMS processes (see 4.4);

2) evaluate the effectiveness of these actions.

Actions taken to address risks and opportunities must 
be proportionate to the potential impact on the 
conformity of products and services.

Let Us Consider the Standard – ISO 9001:2015
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Clause 4 – Context of the Organization

4.4 Quality management system and its processes

4.4.1 The organization shall establish, implement, maintain and continually improve a QMS, including the processes 
needed and their interactions, per the requirements of ISO 9001:2015.

The organization shall determine the processes needed for the QMS and their application throughout the organization 
and shall:

a) determine the inputs required and the outputs expected from these processes;

b) determine the sequence and interaction of these processes;

c) determine and apply the criteria and methods (including monitoring, measurements and related performance 
indicators) needed to ensure the effective operation and control of these processes;

d) determine the resources needed for these processes and ensure their availability;

e) assign the responsibilities and authorities for these processes;

f) address the risks and opportunities as determined in accordance with the requirements of 6.1;

g) evaluate these processes and implement any changes needed to ensure that these processes achieve their intended 
results;

h) improve the processes and the quality management system.



13

Poll Question #2

Within your organization, is risk management a process conducted solely by mid/senior level 

leadership?

Possible answers: 

A) Yes; 

B) No; 

C) I’m unsure
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Putting it all Together

▪ When identifying and evaluating risk, involve pertinent individuals to 

partake in the exercise. Their expertise is invaluable and paints a 

better picture of the situation, in comparison to generic information!

▪ Consider identify and evaluate risk relating to:

1. the organization;

2. interested parties (internal/ external);

3. based on processes.

NB: did you consider any legal, regulatory, environmental or any 

other requirements?
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1. The Organization
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2. Interested Parties
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3. Processes
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Different Ways of Assessing Risk 

Qualitatively
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Different Ways of Assessing Risk

Quantitative
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Analyzing Risk
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Part 2 – Root Cause Analysis (RCA)
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▪ A root cause analysis is used to determine why a 

nonconformity or an incident occurred.

▪ Most root cause analyses conducted by organizations are 

flawed—only looking at superficial reasons (e.g. apathy, 

human error, another section was responsible, head office 

made me do it…).

▪ Approximately 90% are management system deficiencies.

Root Cause Analysis
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Let us Consider the Process
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Possible Tools



25

Poll Question #3
What tool does your organization utilize to analyze the root cause of an undesirable event?

Possible answers: 

A) Fishbone Diagram; 

B) The 5 Whys; 

C) Risk Tree; 

D) FMEA; 

E) The organization leaves it up to the employees to determine the method they are most 

comfortable using; 

F) We currently do not carry out the root cause analysis process; 

G) I am unaware
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Tools – Fish Bone Diagram
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Tools – 5 Whys



28 Table 1: Managing Operational Risk in Financial Services

Tools – FMEA 
(Failure, Mode & Effects Analysis)
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Is RCA managed by one individual or one department, or is it a collaborative effort between 

departments within your organization?

Possible answers: 

A) one individual or one department; 

B) it is a collaborative effort between pertinent interested parties; 

C) I’m unsure

Poll Question #4
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Root Cause Analysis
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▪ Review the Nonconformity description

▪ Review the Root cause

▪ Ensure that the corrective action proposed addresses 

the problem and the root cause

▪ Verify that the corrective action is implemented

▪ Verify that the corrective action has prevented the 

nonconformity – this may require a waiting period

How to Evaluate Effectiveness
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Thank you!
Do you have any questions?

Email
▪ Sabrina_Ippolito@me.com

Web

▪ https://www.sgs.com/certification

Social

facebook.com/SGS/

twitter.com/sgsnorthamerica

linkedin.com/company/sgs

mailto:Sabrina_Ippolito@me.com
https://www.sgs.com/certification

